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SUPERIOR COURT OF THE DISTRICT OF COLUMBIA
Criminal Division—Misdemeanor Branch

UNITED STATES OF AMERICA Case Nos.
: 2021 CMD 000158
v. : 2021 CMD 000163
: 2021 CMD 000164

2021 CMD 000167

TARA COLEMAN 2021 CMD 000168
STACY EBANKS 2021 CMD 000171
ANTHONY TAMMARO 2021 CMD 000179
DAVID ROSS 2021 CMD 000180
NAZEER QAIM 2021 CMD 000181
JOHN PARKER 2021 CMD 000182
RYAN MASON 2021 CMD 000183
ESYEDEPA AESFYZA 2021 CMD 000184
MICHAEL AMOS 2021 CMD 000185
JERE BROWER 2021 CMD 000187
DANIEL CLAVIJO 2021 CMD 000190
JONATHON DOLL 2021 CMD 000191
DAVID FITZGERALD 2021 CMD 000194
EARL GLOSSER
YUJI HIRAIWA
ANDREW JOHNSON Judge Smith
WILLIAM LEARY

Defendants. Status Hearing: September 13, 2021

MOTION FOR PROTECTIVE ORDER GOVERNING DISCOVERY

The United States of America hereby respectfully moves the Court for the entry of a
protective order governing the production of discovery by the parties in the above-captioned
cases. Hereinafter, any reference to the term “Defendant” refers to each individual defendant
captioned above.

1. Defendant is charged via information with Unlawful Entry — Public Property. In
brief, on January 6, 2021, as a Joint Session of the United States House of Representatives and the

United States Senate convened to certify the vote of the Electoral College of the 2020 U.S.



Presidential Election, members of a large crowd that had gathered outside forced entry into the
U.S. Capitol, including by breaking windows and by assaulting members of law enforcement, as
others in the crowd encouraged and assisted those acts. Scores of individuals entered the U.S.
Capitol without authority to be there. As a result, the Joint Session and the entire official
proceeding of the Congress was halted until the Capitol Police, the Metropolitan Police
Department, and other law enforcement agencies from the city and surrounding region were able
to clear the Capitol of hundreds of unlawful occupants and ensure the safety of elected officials.
This event in its entirety is hereinafter referred to as the “Capitol Attack.”

2. The investigation and prosecution of the Capitol Attack will likely be one of the
largest in American history, both in terms of the number of defendants prosecuted and the nature
and volume of the evidence. Over 500 individuals have been charged in connection with the
Capitol Attack. The investigation continues. While most of the cases have been brought against
individual defendants, the government is also investigating conspiratorial activity that occurred
prior to and on January 6, 2021. The spectrum of crimes charged and under investigation in
connection with the Capitol Attack includes (but is not limited to) trespass, engaging in
disruptive or violent conduct in the Capitol or on Capitol grounds, destruction of government
property, theft of government property, assaults on federal and local police officers, firearms
offenses, civil disorder, obstruction of an official proceeding, possession and use of destructive
devices, and conspiracy.

3. Multiple individuals charged or under investigation are: (a) charged or expected
to be charged with crimes of violence; (b) associated with anti-government militia organizations
and other groups (e.g., Proud Boys, Oathkeepers, Three Percenters, Cowboys for Trump) that

deny the legitimacy of the United States government; (c) coordinated and/or participated in the
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violent events which took place at the Capitol; and (d) have made statements indicating an
intention to continue in similar violent endeavors until the current administration is overthrown.
Dozens of the individuals charged, have been detained pending trial because a judicial officer
determined that the release of such person will not reasonably assure the appearance of the
person, as required; will endanger the safety of any other person or the community; and/or will
pose a risk of obstruction of justice.

4. In these cases, Defendant was arrested on January 6, 2021, after the Capitol
Attack, for his or her refusal to leave U.S. Capitol Grounds despite the imposition of a curfew
and numerous audio-broadcasted and verbal warnings to disperse from the United States Capitol
Police and Metropolitan Police Department, respectively.

5. In connection with the above-described cases and on-going investigations, law
enforcement and the government have obtained and continue to obtain voluminous amounts of
information and evidence relating to both charged and uncharged individuals which may be
discoverable pursuant to Superior Court Rules of Criminal Procedure 16 and 26.2, the provisions
of Brady v. Maryland, 373 U.S. 83, 87 (1963), Giglio v. United States, 405 U.S. 150, 153-54
(1972), and the Jencks Act, 18 U.S.C. § 3500. By way of illustration, such information and
evidence includes but is not limited to: (a) more than 15,000 hours of surveillance and body-
worn camera footage from multiple law enforcement agencies; (b) approximately 1,600
electronic devices; (c¢) the results of hundreds of searches of electronic communication providers;
(d) over 210,000 tips; and (e) over 80,000 reports and 93,000 attachments related to law
enforcement interviews of suspects and witnesses and other investigative steps.

6. Many of the above-described materials may contain sensitive information, such as

(a) personal identity information as identified in Rule 49.1 of the Superior Court Rules of
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Criminal Procedure, as well as telephone numbers, email addresses, driver’s license numbers,
and similar unique identifying information; (b) information regarding the government’s
confidential sources; (c) information that may jeopardize witness security; (d) contact
information for, photographs of, and private conversations with individuals that do not appear to
be related to the criminal conduct in this case; (¢) medical or mental health information, (f)
sources and methods law-enforcement officials have used, and will continue to use, to
investigate other criminal conduct related to the publicly filed charges; and (g) tax returns or tax
information. Additional sensitive materials include surveillance camera footage from the U.S.
Capitol Police’s extensive system of cameras on U.S. Capitol grounds, see Attachment A
(Declaration of Thomas A. DiBiase, General Counsel for the United States Capitol Police), and
repair estimates obtained from the Architect of the Capitol that constitute procurement
information.

7. Under the Superior Court Rules of Criminal Procedure, a court “may, for good
cause, deny, restrict, or defer discovery or inspection, or grant other appropriate relief” relating
to discovery by entering a protective order. Sup. Ct. R. Crim. P. 16(d)(1). This portion of the
local rule is now identical to its federal counterpart. See Fed. R. Crim. P. 16(d)(1). When a local
procedural rule is identical to a federal rule, this Court looks to cases interpreting the federal rule
“for guidance on how to interpret our own” rule. Estate of Patterson v. Sharek, 924 A.2d 1005,
1009-10 (D.C. 2007).

8. “The burden of showing ‘good cause’ is on the party seeking the order[.]” United
States v. Cordova, 806 F.3d 1085, 1090 (D.C. Cir. 2015) (citations and alterations omitted).
Once a showing of good cause has been made, the court has relatively unconstrained discretion

to fashion an appropriate protective order. See United States v. O'Keefe, No. 06-CR-0249, 2007
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WL 1239204, at *2 (D.D.C. Apr. 27, 2007) (describing the court’s discretion as “vast”),
Cordova, 806 F.3d at 1090 (“[A] ‘trial court can and should, where appropriate, place a
defendant and his counsel under enforceable orders against unwarranted disclosure of the
materials which they may be entitled to inspect.”” (quoting Alderman v. United States, 394 U.S.
165, 185 (1969)).

0. “Protective orders vary in range and type ‘from true blanket orders (everything is
tentatively protected until otherwise ordered) to very narrow ones limiting access only to specific
information after a specific finding of need.”” United States v. Bulger, 283 F.R.D. 46, 52 (D.
Mass. 2012). “Courts use protective orders . . . to expedite the flow of discovery in cases
involving a large amount of sensitive information.” United States v. Johnson, 314 F. Supp. 3d
248, 252 (D.D.C. 2018)(internal quotations and citations omitted).

10. Courts also use protective orders when necessary to protect the integrity of on-
going investigations. “[Where public disclosure of certain materials might officially reveal the
sources and methods law-enforcement officials have used, and will continue to use, to
investigate other criminal conduct related to the publicly filed charges, courts have found it
appropriate to enter a protective order.” United States v. Smith, 985 F. Supp. 2d 506, 531
(S.D.N.Y. 2013), citing United States v. Bin Laden, No. 98—CR-1023, 2001 WL 66393, at *2
(S.D.N.Y. Jan. 25, 2001)(noting that the court adopted a protective order because dissemination
of discovery materials would “jeopardize the ongoing Government investigation into the
activities of alleged associates of the Defendants”).

11. In determining whether to issue a protective order, courts also take into account
“the safety of witnesses and others, a particular danger of perjury or witness intimidation, and the

protection of information vital to national security.”” Cordova, 806 F.3d at 1090 (citations and
5



alterations omitted). “Considering the type of crime charged helps assess the possible threats to
the safety and privacy of the victim. Defendants accused of securities fraud or shoplifting, for
instance, may not pose as great a danger to victims as those charged with crimes of violence.”
United States v. Dixon, 355 F. Supp. 3d 1, 4 (D.D.C. 2019). “A long record of convictions for
violent crimes may suggest a substantial danger to the safety of others. Similarly, a history of
failures to follow court orders may justify a more restrictive protective order.” Id.

12. In this case, there is good cause to enter the attached proposed protective order.
The entry of the order will facilitate the government’s ability to provide voluminous discoverable
materials expeditiously, while adequately protecting the United States’ legitimate interests. The
Order is reasonable — In the event of a dispute, the Order authorizes the government to remove or
reduce a sensitivity designation after a discussion with defense counsel. Further, whenever the
redaction of specified information will resolve the basis for which a sensitivity designation was
applied, the Order provides that the United States will agree to redaction, and such redaction will
render the materials at issue no longer subject to the Order. In addition, the Order explicitly
exempts materials that (1) are, or later become, part of the public court record, (2) were derived
directly from Defendant or that pertain solely to Defendant — e.g., Defendant’s own financial
records, telephone records, digital device downloads, social media records, electronic
communications, arrest records, and statements to law enforcement, or (3) that the defense
obtains by means other than discovery. Finally, the Order is clear that the burden for showing
the need for any sensitivity designation always remains with the United States.

13. Defense counsel has either stated its opposition to this motion, or failed to

respond to the government’s inquiry as to whether it consents to the protective order.



WHEREFORE, to expedite the government’s provision of discoverable materials, and to
adequately protect the United States’ legitimate interests, the government requests that pursuant
to the Court’s authority under Sup. Ct. R. Crim. P. 16(d)(1), the Court enter the attached

proposed order.

Respectfully submitted,

CHANNING D. PHILLIPS
Acting United States Attorney

JOHN B. TIMMER
Deputy Chief, Major Crimes Section
Assistant United States Attorney

PAUL V. COURTNEY
KATHLEEN W. GIBBONS
Assistant United States Attorneys

By:  /s/Andy Wang
Andy Wang

Assistant United States Attorney
United States Attorney’s Office
for the District of Columbia

555 Fourth Street, N.W.
Washington, DC 20530

Phone: (202) 870-4940

Email: andy.wang @usdoj.gov



DECLARATION OF THOMASR A, DIBIAKE

i, Thomas & DnBiase, have personal knowledge of the bllowing facts and will testify to

them, if calied o do so:

i.

f have been the General Counsel for the United States Capitol Police FUSCPE” or
“Department”} since August of 2020, From October 2019 to Aupust of 2029, § served as the
Acting General Counsel, and from April of 2010 to October of 2019, 1 served as the Deputy
General Counsel. Between 1991 and 2010, 1 worked as a Htigator at two District of
Columbia law finms and served for 12 years as an Assistant United Sates Attorey at the
{inited States Attorney’s Otfice for the District of Columbia,

As part of my duties at the UBCP, | have authorized the release of camera foolage from the
Department’s extensive system of camerass on ULE. Capitoel Grounds (“Grounds™. These
cameras, part of a sophisticated closed cireuit video (COV) system, are resident both inside
and outside the buildings including the US, Capitol itself and the other Congressional office
buildings on the Grounds. This COV system provides the backbone of the security for the
U8, Capitol Grounds. The CCV system is monitored by sworn police officers 24-7 in our
Command Center and s relied upon to provide real time information regarding any incident
oocurring on the Grounds. The first step whenever an incident oceurs is for the Command
Center to pull up the CUV cameras closest to the incident, This enables the Department to
have a real-time view of the incident and provides an additional layer of safety for owr

otficers when responding o any incident,

. Acecess to this OOV systemn is strictly Hmited. Because the system s 2 closed cirouif, acoess

to the cameras only ocours from dedicated workstations and monitors located in a handful of

locations on the Grounds. Cur systern is a0t “in the cloud” and may not be monitored or



hacked by anyone nol connecied via a dedicated worksiation and monitor,

The disclosure of any footage from these cameras is strictly Hmited and subject o a policy
that regulates the release of foolage. Per Departmeni Directive 1000.002, Retrioval of
Archived Yideo {see Attachment 1}, the release of eny footage from the Department’s CCV
system must be approved by the Assistant Chief of Police for Operations, the Department’s
seoond highest sworn officer. The Directive notes that, “[tihe Capitol Police Board [which
oversees the USCP] directed thet cameras would only be used for matters related o national
security and legitimate law enforcement purposes {e.g., seriows crimes). The [Assistant Chief
of Police for Operations] is the sole authority for the approval of any and all requests for
archived video footage....” The Directive goes on i note that, “{v]ideo footage receivad
through an approved reguest shall not be delivered, copied, or transmitted to anvone other
than necessary parties {e.g., court, General Counsel} without approval from the [ Assistant
Chief of Police for Operations].”

. There is a specific Department form, a CP-411 {Atiachment 2}, which must be completed and
signed by several officials Including the Assistant Chief of Police for Operations before any
camers fooiage can be released.

. As part of my duties as Genersl Counsel and my prior duties as the Deputy General Counsel,
i have often been consulted regarding the release of camnera footage. The Office of the
General Counsel has consistently taken a restrictive view of releasing camera foolage in
cases other than serious orimes or national security. We regularly deny footage to civil
plaintiffs who may have been involved in accidents on the Grounds unless they involved
serious injuries or death. {Even in those cases, I bave only approved an atiomey or

wmvestigaior coming to the USCP and viewing the foolage in our offices with s USCP
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employes present.} We are also often asked for camers footage related to non-USCP
asdministrative investigations, and we generally do not provide that foolage. We will,
however, allow investigators from agencies with which we regularly work, such as the
Architect of the Captiol, to view such footage in the presence of 8 USCP employee. Even z
member of Congress looking lo view fotage of our officers’ interactions with his staff had
to come to pur office and view the footage with our employees present,
In 2014, the USCP, with the assistance of the District of Columbia’s Office of the Attomey
General (AG), litigated the release of USCP camera footage in Driving under the Influence
DU cases. The Department successfully argued that any footage of a DUI defendant,
including arrest footage and footage of the defendant being processed in our prisoner
processing area, should be subject to a protective order. Since 2015 the Department provides
any relevant DUT arrest foolage to the OAG who in turn provides it to the defendant subject
to a protective order. (A sample protective order in a DU case along with a sample motion is
attached as Attachments 3 and 4.} As noted in this protective order, an atiorney for 2 DU
defendant “may only show the street video to the defendant and any investigators working on
this case and shall not share street video nor show it o any other person aot divectly affiliated
with this case....” {Atlachment 3 at 1.} The order further notes that the attorney for z DU
defendant may not “reproduce, share, disseminate, nor discuss with any person net named in
this Order, the depictions shown in the video; and ... must retumn the strest video o the
[CAG]T after the later of 3 ples, trisl or sentencing in the sbove-entitled case” /.
As noted in the motion for these protective orders, the OAG argues that

Here, the releass of Capitol security strest videos could compromise USCP's

ability to protect the Capitel. The USCP’s primary mission is fo police the United

States Capitol Buildings and Grounds, and it has the power to snforce the laws of
the District of Columbia pursuant to 2 115,00 §1961. As part of its policing
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responsibilities, the USCP maintains and controls a series of video surveillance
carneras throughout the Capitol Grounds. The purpose of the camerss is to assist
ins the maintenance of national security by detecting threats 1o 1.8, Congressmen,
their staf¥, and constituents, deterring and preventing terrorism, and providing for
the safety and security of the Capito! Buildings and Grounds. The cameras are
generally not used to collect evidence in criminal matiers.

{Attachment 4 8t 3.}

¥ Itis my understanding that these protective orders are regularly signed by District of
Columbis Superior Court judges. and the USCP has provided hundreds of videos pursuant o
these orders since 2015,

16, T am familiar with the production of camera footage related to the attempied insurrection at
the U.8. Capitol on January 6, 2021, Scon after the events of January 6, the Department
knew that is footage of the riots would be essential to both the criminal prosecutions arising
aut of the events as well a3 to assist Congress and possibly other entities to understand how
such a vast breach of security could occur, The Depariment immediately preserved all the
footage from that date, starting at noon and continuing until 8:00 pm.' This footage? was
then provided to two distingt groups: Congressional entities and non-Congressional entities.

t1. The two main Congressional entities that requested the eight hours of footage wers the
Senate Rules Coramittes ("Rules™) and the Commities on House Administration (“CHA™).
Rules and CHA are the primary oversight bodies of the USCP, and the Department provided

the total footage from the eight-hour period to them.’ In addition, In response o a request

from the House of Representatives General Counsel, the Department provided numerous

' Without affirmative preservation, all Depariment footage is sutomatically purged within 30 days,
*The total of footage provided is over 14,000 hours.

* In responss to Jater requests from both commitiees, the Department provided footage from the entire 24-hour
eriod for January 8, 2021,
p £y



clips from our footage to the House Impeachment Managers who were prosecuting the case
against former President Donald 1 Tromp.

11, The Department alzo provided the complete footage fom the cight-hour period to two non-
{Congressional entities, the Federal Bureay of Investigation {“FBI™) and the D.C.
Metropolitan Police Department ("MPD”), to assist in the investigation and prosecution of
the cases arising out of the evenis of January 6, 2021.° It is our understanding that it is this
footage for which the United Siates now seeks 2 profective order. When the Department
provided s CCV camers footage to the FBI and MPD, it did so subject to seversl
resirictions. The foolage was: {8) to remain in the legal contred of the USCP; (bl not 1o be
subject to the Freedom of Information Act; and {¢} to be returned to the USCP at the
conclusion of any investigation. These restrictions did not apply w any footage used a5
*evidence or discovery as part of any prosecution of any criminal offense.” {Attachment 5 at
i, and Attachment sat 1)

13. The Depariment has not provided this footage to any other entity other than those lsted
above. Any public release of this foolage, to the extent there has been, is not because of any
authorized release by the USCP. (Note that the use of footage by the House Impeschment
managers during the trial was permitied since, a8 a part of the Legislative Branch, the House
Impeachment managers have s right to use footage from our cameras for impeachment
processes similar to what would be show in a court of law.} It is important to note the wealth
of pullicly available footape that comes from non-UBCP sources such as social media posts,
footage recovered from indicted or arrested insurrectionists and footage from body worn

cameras from other police departments that responded on January 6, 2021, Notably,

* The Department has provided s very limited number of video olips 1o the U.S. Attomey’s Office for the District of
Cobumbia for an investigation related to potential January 3% incidents.
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published footage that containg sound is not from USCP, as eur CCV system doss not record
sound. Further, USCP officers do not wear body cameras, and thus any published body-worn
carnera footage 15 from other polics departments,

14, The Department has significant concerns with the release of any of its footage to defendants
in the Capitol attack cases unless there are safeguards in place to prevent its copying and
dissemination. The Department is aware of efforts made before January 6, 2021, by such
defendants and others, 1o gather information regarding the interior of the ULS, Capitol,
including references o the tunnels below the Grounds and maps of the building's layout,
which information is generally not publically available” Dur concern is that providing
unfettered access {o hours of extromely sensitive information to defendants who have already
shows g desire to interfere with the democratic process will result in the lavout,
vulnerabilities and security weaknesses of the U.S. Capitol being collected, exposed and
passed on 1o those who might wish to attack the Capitol again.

£S5, Pursuant to 2 U.R.C. § 1879, URCP information desipnated as “security information” may
only be released with the approval of the Capiiol Pelice Board. Security information is
defined as infbrmation that

{1} is sensitive with respect to the policing, protection, physical security,
nteliigence, counterterrorism actions, or emergency preparedness and
response relating to Congress, any stalutory protecies of the Capitol Police,
and the Capitol buildings and grounds; and

{2} is obtained by, on behalf of, or conceming the Capitol Police Board, the
Capitol Police, or any incident command relating (o smergency response.

16. Al this functure, the Department in consultation with the Capitol Police Board, has

designated only a small subset, consisting of less than 17 hours of footage, as “seourity

¥ Indeed, the Architest of the Capito! rents its “blucprints” of the Capitol as “seowrity information” under 3 US.C.
1979, see delow.



information,” as that footage relates lo evacuation of Members from their respective
chambers on January & In addition, the Department is concerned that defendants may be
provided access to large sections of footage or even all of the footage, and would desm such
information, in the aggregate, to constifute “security information” under 2 ULS.C. § 1979,
The ability of the defendants to copy or disseminate such footage would provide the
defendants or others to whom it is released with a clear picture of the interior of the Captiol,
including entry and exit points, office locations, and the relation of the crucial chambers and
offices {such as the Speaker’s Office or Majority Leader’s Office) to other areas of the

Capitol.$

{ declare under the penalty of perjury under the laws of the United States of America that

the foregoing 18 true anc:i correct,

sy il

Executed on this day of March 2021,

Thomas A, DiBiase

!Ek, aggre;,mmg af mfﬁmaimn as Lreatsng ] na@mnai cmurﬁy righ is known as the Mosaiec Theory, Ses,
§ ¢ theory of oy we gathering, last accessed March 2, 2021,
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1000.002

Hlactive Dol 02/08/2015
Roview Date: 1* Fabruary

32 camera vidseo footags to include the dissemination of
o footage through established channgls, Prescribed law
W enforcement purposes for the CP-411 include:

& required for count, subpoena, Office of Professional
37 Hesponsibility (OPR), or training, but may include any
s authorized investigation. This policy will identily the
ae parlies that are able o reguast video (USCF swomn
4ty officials or their civilian eguivalent) and the role of the
41 Becurity Bervices Bureau {888) and Chief of

sz Operations {COO) in assuring that any request for

13 disseminating archived video follows an appropriats
4 business purpose.

Hirsctive £ 1000.002
initioting Uit Security Services Bureau
{8l N/A
. Contents
2 Authority and COVETAGR ... v e sseressarseeseseas
3 DEHHONS] e e v s e s s s s
i GEneral POROY.c.ccari oo mrocmeercrorsrentmene
Fequesting Archived Video FODIEGE «vvmiincnninn g
Accessing Archived Vidao Footage ... Sovrnveasas -l
¢ Responsibiliias/Procetures v oo 2
3 Security Bervicas BUr8U ... ceniincins s &
& Additional Infermalion ..o omorerenons i 2
1 CANCHAHON o vt st s ey st aes 2
11 APDENTICES .o ccrcrcacorcr s casereas e areacakas g

. Autherity and Coverage

1 The Chief of Police is the chisf exscutive officer of the

3 United Slates Capitol Police (USCP) andis
 responsible for the day-io-day operation and

17 administration of the USCP.

1a This policy may be revisad at the discretion of the

o

w Chie! of Folice, consistent with applicable law, rule,
2 and reguiation,

gy
Yrri?

- Definition(s)

m CR-417 Request for Copy/Heview of Video
i PAecordings. A form created by the USCP to

¢ document and control the request and dissemination

=1 or archived video foolags,

- General Policy

27 The Depariment must maintaln appropriate intemnal
2n gortrols on the use and duplication of archived video
zn o footage to ensure the chain of custody {or all copied
o video footage. In support of national sscuwity and

fegitimate law enforcement purposes, the Department

ax adjudicates any and all requests {or recorded securily

i The USCP was tasked by its statutory oversight

25 commitises o expand the video retrieval capabititiss of
37 the Capitel Complex. The design, installation, and

a5 maintenance of this sysiem ave delegated io the 888,
sv The Capiliol Police Board directed that cameras would
so only be used for matiers related to national security

sy and legitimate law enforcement purposes {8.g., serious
s¢  crimas). The COQ is the sole authority for the approval
sz of any and all requests for archived video footags, with
1 the exception of the Office of the Inspector General

a5 {OIGE) which has the ability to duplicate archived video
at footage for s own investigations.

37 inaddition, this policy identifies the expsctations for
st accessing and using video footage. This policy does
s not apply o the use of video as an operational aid

s {e.g., supporting the USCP Command Center

g1 Operations during an incident). Instead, this policy is
ax intended lo safeguard against the transfer of archival
a3 video for non-oparational activities {e.g., as an aidio
g4 officers in filing reports). Video footage received

o3 through an approved request should not be deliverad,
st copled, or transmitted o anvone other than necessary
a7 partigs {e.g., court, Ganaral Counsal) without approval
sx from the COOQ.

s The UBCP, through 588, maintains a sophisticated

¥ closed circult television system (CCTV) system that
¢ Includes cameras siralegically placed throughout the

¥y Capitol Complex to provide situational awareness lo

Attt



USCP personnel, supporting national sscurlly, and
lagitimate law enforcement purposes.

The CF-411 must be routed through the chaky of
command and ultimately approved by the C00. A
renuasting official must also have signed the signature
 shest acknowisdging they have recelved and reviswed
: this policy and relevant standard operating

¢ procedures, Feguests Tor archived video foolage via
i the CP-411 must be made at least al the level of
Sargeant {or their civilian eculvaland) and should be
reviswed and approved by the relevard Deputy Chist
{or civilian equivalent} before # i3 sent o the Office of
the SO0 for oificial approval, The SO0 wil forward
the request i the S5B upon approval,

o Workstations, a3 well as the requisite access
s privileges for access to archived viden footage from
v the Video Management System (VMS), are issued by
the 588 to ofiicials {mostly at the rank of Caplain and
above) in the Operational Bursaus. In addition, the
558 provides acopss privilenss 1o any individual in
grganizalions that freguently require video footage for
opsrational purpeses, including the USCP Command
Center, Commurdcations, the Criminal investigations
Seclion, OGO, OPRH, OIG, and 888, Archivaed vidao
can be used for operational acthities, including
supporting Command Center Operations during an
incident or supporting USCP nvestigation, USCR
personnel should not use or referance archived video
i their reports which are used in count procsadings
unigss they have written approval from the OO0,

Retrieving, using, or duplicating archived vides footage
in cases not related to national sexurity or significant
faw snforcement operations {e.q., traffic stops,
accident raporting), could exposs the incation of cur
COTY camaras or identify our surveiliance tactios. This
presents a threat o nationat security, as making this
irdormation public could be utifized by a potential
sdversary.

Video footage should be used only in the prescribed
mannar dosumented in the CP-411 within ihe siric
conirals outlined in this poficy. ¥ the reason for g
raguest or usage of the video footage changes,
another CP411 form should be completed and

provided through the propsr chain of command io
amend the initial OP-411.
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o BEB s responsible for the following:

1. Process an approved request and schedule a time
for the raquesting officlal to plok-up the viden
footags. Only the requesting official or an allemale
designated in witing by the requesting official may
pick up the video.

Z. Assign a reques! racking number o ansure
accountability and proper internal controls and
reoord all video requesis and custody ranslfers
with the assigned racking number in an approved
fonation. Any changses o the ordginal request will
regiire & new OP-411,

3. Biores video footage ior 30 days per system
capabiiites. Olficials should be awars that system
mairdtanancs or malfunclions may maks viden
uniavaliable prior to the 30 days. For this reason,
video retrieval requests should be mads prompily.
588 will maintain an archive of any approved
video fonlags requests.
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UNITED STATES CAPITOL POLICE
REGUEST FOR VIDED RECORDINGS
{Please Type or Print Legibly}

TO BE COMPLETED BY REQUESTING EMPLOYEE
I OREVEW DCDOVD O PHOTOSNAPSHOT

LBCOURT 1) SUBPOENA DITRAINING DIOPR

O OGRS

£ OTHER (explain}

CHIEF OF OPERATIONS APPROVAL

T BE COMPLETED BY SYSTEM OPERATIONS SECTION (808}

TO BE COMPLETED BY EMPLOYEE RECEIVING VIDEO

WARNIMG: UNAUTHORIZED USE, DUPLICATION QR DISSEMINATION OF INFORMATION COMTAINED
OMN THIS CR/DVD MAY RESULT IN APPROPRIATE ADVERSE ACTION
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SUPERIOR COURT OF THE DISTRICT OF COLUMBIA
CRIMINAL DIVISION

DESTRICT OF COLUMBIA :
Bocket No: 28I8 CTF 017464
¥, : Court Date: January 22, 2019
Courtroom 118

RICKY WISEMAN :

PROTECTIVE ORDER CONCERNING THE DISCLOSURE AND USE OF UNITED
STATES CAPITOL POLICE SURVEILLANCE VIDEQ

it is this day of . 201, hereby

ORDERED that Bryan Brown, attomey for the defendant be permitted to obtain a copy
of the street video; and it is

FURTHER ORDERED that Bryan Brown may show the street video in court as
necessary {o litigate this matier and the video shall not be used for any other case or purpose; and
it is

FURTHER ORDERED thst Bryan Brown may only show the street video to the
defendant and any investigators working on this case and shall not share the strest video nor
show it to any other person not divectly affiliated with this case; and it is

FURTHER ORDERED that neither Bryan Brown, his investigators, nor the defendant are
to reproduce, share, disseminate, nor discuss with any person not named in this Order, the
depictions shown in the street video; and i is

FURTHER ORDERED that Bryan Brown must retum the sireet vides to the Office of the

Attorney General afler the later of a plea, trial or sentencing in the above-entitled case.

Heonorable Judge

At 3



CERTIFICATE OF SERVICE

f hereby certify that on this _26th__ day of December, 2018, a true copy of the foregoing
Diistrict of Columbia’s Motion for Protective Order Concerning the Disclosure and Use of
United States Capitol Folice Street Video was sent electronically to Bryan Brown, counsel for
the defendant.

JOSHUA KARPOFF
Assistant Attorney General



SUPERIOR COURT OF THE BISTRICT OF COLUMBIA
CRIMINAL BIVISION

DISTRICY OF COLUMBIA
Diocket No.: 2818 CTF 017484
¥, : Court Date: January 22, 2019
Courtroom 116

RICKY WISEMAN

THE DISCLOSURE AND USE OF UNITED STATES CAPITOL POLICE STREERT
YVIBEQ

The Distriet of Columbia (“District™), by and through s attormney, the Office of the
Attorney General, hereby moves for a protective order conceming the disclosure and use of
United States Capitol Police ("USCP”) streel video. In support of its motion, the District makes
the following represeniations:

On November 28, 2018, the defendant was charged with Driving Under the Influence
{“DUT"}, in violation of DO, Code § 50-2206.11{2014 Repl), and Operating a Vehicle While
Impaired (“OWI”), in violation of D.C. Code § 305-2206.14 (2014 Repl.}. The case is set for
status on Japuary 22, 2019, On December 26, 201§, undersipned counsel received a copy of
strect viden footage related {o this case. For national security reasons, as indicated below, the

Dhistrict now files its motion for a protective order.

STATEMENT OF FACTS

On November 1, 2018, at approximately 11 pom., Ricky Wiseman Cdefendant™) was
arrested for impaired driving afler he was cbserved exiting the C-Street garage of the 1.8, House
of Representatives Cannon building, located at 25 Independence Avenue, S.E., Washington,

B.C.

Att. 4



ARGUMENT

THE COURT HAS DISCRETION TO ISSUL THE PROTECTIVE ORDER
iM THIES CASE.

The Court has discretion 1o issue the protective order given the parameters the
government requests. See, ey, Douglas Oif Co. v, Petrof S1ops Northwesi, 441 U8, 211, 219
{1879} {recognizing the need to protect confidential sources in eriminal investigations); Black v.
Sheraton Corp. of America, 134 US. App. D.C. 46, 60-81, 564 F.2d 531, 545-46 {1977} {same}.
Courts also have recognized the importance of protecting investigative techniques, & a1 60-61,
564 F.2d at 545-46. Harris v. United States, 594 A.2d 548, 54848 {D.C. 1991} is instructive. In
Harris, the Court issued a protective order to defense counsel prohibiting him from sharing a
video-taped statement with the defendant, but allowed defense to speak to the defendant
regarding the substance of the information. 4. The Court held that *{a] restriction on defense
counsel that prevents him from revealing what is possibly Jencks material does not materially
interfere with counsel's duty to advise a defendant on trial-related matters.” {d, 594 A.2d at 549,
citing State v. Schagffer, 217 Neb. 4, 8§, 346 N W 2d 701, 703 (1984} (“It iz difficult o equate
denial of the right to spesk to a olient with a prohibition against disclosure of the contents of 2
nonrelevant document...”).  Furthermore, the Court found that this restriction was reasonable. it
want on 10 hold that “the trial court imposed the temporary restriction on defense counsel 1o
allow him the opportunily 1o review the tape before the trial court ruled on the government's
request for a protective order. The trial count's procedure enabled counsel to argue the next day
against the issuance of a protective order.” fd, 594 A 2d at 549, relving on United States v,
Enicle, 282 U5 App.DLC. 176, 181, 883 F.2d 383, 348 (1990) (*The essaence of the sixth

amendment threshold is whether defense counsel has demonsirated that the {argued] defense has



tepitimate potential such that [defense counsel] is entitled fresly to discuss the strategies with his
chient for attempting to prove the defense. ")

Here, the release of Capitol security street videos could compromise USCP’s shulity to
protect the Capitol, The USCP's primary mission is to police the Uniled States Capitol
Buildings and Grounds,’ and it has the power to enforee the laws of the District of Columbia
pursuant 0 2 UL8.C. §1961. As part of its policing responsibilities, the USCP maintains and
conirels a series of video surveiliance cameras throughout the Capitol Grounds, The purpose of
the cameras is 10 assist in the maintenance of national security by delecting threats to US,
Congressmen, their staff, and constituents, delerring and preventing tervorism, and providing for
the safety and security of the Capitol Busidings and Grounds. The camerss are generally not
used 10 collect evidence in criminal matters.

The release of security information by USCP is governed by 2 US.C. § 1979 (bR

MNotwithstanding any other provision of law, any scourity information in the

possession of the Capitol Police may be released by the Capite] Polics to another

entity, including an individusl, only if the Capitel Police Board determine in
conguliation with other appropriate law enforcement officials, experts in security
preparedness, and appropriate commitiess of Congress, that the release of securily
information will not compromise the security and saboty of the Capitol buildings

and grounds or any individual whose protechion snd safely iz under the

Jurisdiction of the Capitol Police.

“Security information” is defined as any information thal is “sensitive with respect (o the
policing, protection, physical security, intellipence, counterterrorism actions, or emergency

preparedness and response refating to Congress ... and the Capitol bullding and grounds™ which

iz obtained by the Capitol Police, 2 U.5.C. § 1879 {a). The locations and capabilities of the

! The streets and physical locations inchuded in USCP’s jurisdiction are outlined in 2 U1.8.0. §
1967 {b).



sireet cameras fall under this definition of security information, as this information directly
concerns the policing and protection of the Capitol grounds.

Revealing the locations and capabilities of these camerss could jeopardize USCP's
mission to protect the Capitol grounds. The dissemination of information concerning the
location and technical capabilities, including the ability to focus, pan, and zoom on a moving or
stationary object, as well ss information about the image quality will aid people who are inteny
on finding weaknesses in the United States’ ability {o protect the Capitol buildings, grounds, and
individuals whose prolection and safely is under the jurisdiction of the Capitol Police. In the
past year the Disirict has prosecuted hundreds of impaired driving cases brought by Capitol
Police, Even assuming that many of these arrests were not caught on video and that some of the
arrests accurred at the sames locations, the systematic release of all of these Capitol security
videos in the future would compromise the sbility of USCP lo protect the Capitol.

The District acknowledges that pursuant to ifs duty under Super Ot Crim. R P 16, strest
video obtained by USCP may be discoverable, In Howard v. United Stares, 656 A24 1106, 111}
{I3.C. 1995}, the Cowt alse allowed ressonable issusnce of a protective order. The Court held

Before trial, the prosecutor, out of concern for his obligations under Brady v,
Maryland 373 US. 83, 10 L Ed. 2d 215, 83 8. Ct. 1194 {1963}, informed the
court and defense counsel that Derrick Ross was a suspect in an unrelated armed
robbery, aithough there was no basis for believing that Ross was aware he was
under suspicion. The court ruled that this information was too attenuated to fall
within the demands of Brady. The court issued 8 protective order prohibiting
defonse counsel from discussing this information with appellant Howard and from
using it a3 a basis for cross-examining Ross, On appeal, Howard contends that
this protective order violated his Sixth Amendment right to counsel, as well as his
rights under the Confrontation Clanse. We find no abuse of discration in the
court’s issuance of this protective order,

Howard, 6536 A.2d 1105, at 1111 relying on United States v, Anderson, 309 F.24 724, 730 {9th

Cir. 1973} ("the district court can and should, when appropriate, place defense counsel under



enforceable orders against unwarranted disclosure of the evidence that he has heard.”). The
government sesks 1o impose a similar ressonable restriction in this case. Preventing the defense
from sharing the locations of these cameras does not interfere with the defendant’s rights fo
confer with counss! or assist with his defense.

The Court should balance the public safety interest of protecting our elected officials with
the defendant’s right to prepare his defense by issuing a protective order that permits the
defendant to prepare for irial and Htigale the case but which Hmits the defendant, and his counsel,
from reproducing the videos or using them for any reason not directly related o the Hiigation of
this matter. Thus, the District respectfully asks this Court o issue s protective order pursuant 1o
Super Ct. Crim. K. P, 16 {d}, which would control the disclosure and use of the street camera
video by the defendant and defense counsel.

A protective order is reguired in this case because the release of USCP security sirest
videos could compromiss USCP’s ability to protect the Capitol, Therefore, the government
reguests that the Court order that when the defendant obtains 2 copy of the strest videe, he shall
not use this video for any other case or purpose and that his defense counsel shall only be
atlowed to show the video to the defendant and any investigaiors working on the case. The
government also reguests that the Court order that neither defense counsel, his investigators, nor
the defendant are o reproduce, share, disseminate, nor discuss with any person nof named by the
{ourt in the requesied protective order, the depictions shown in the street video., This order
should include that gl shall be identified to the government and they shall sign a protective order
to be prepared by the governmend which precludes the dissemination (o any other person of the
disclosed information; "disclosed information” includes any Ister acquired information derived

from the initial disclosure. Finally, the government requssts that the Court order that defense



counsel must returm the street video o the Office of the Attomey General after the later of a ples,
trisl or sentencing in the above-gatitled cass,

This protective order would serve the securily interests of USCP in protecting our elected
officials while allowing the District to comply with tis Rule 16 obligations,

CONCLUSION

Based upon the foregoing facts and arguments, the DHstrict respectfully requests that this
Court grant the District’s motion for a protective order concerning the use, reproduction, snd

disclosure of the United States Capitol Police street video.

Respectfully submitted,

KARL A RACINE
Attorney General for the Distnct of Columbia

TAMAR MEEKINS
Deputy Attorney General, Public Safety Division

PETER SABA [975943)
Chief, Criminal Section

8Y:
Assistant Attorney Geneval
441 4th Street, NW , Suite 060N
Washington, DLC. 20001
PHONE: (2023 727-3398
Joshua Karpoffigde gov



January 11, 2631

Informetion Sharing

........................................... Agreement

CGificials and sgents of the Metopolitan Police Deparimen of the District of Columbia (MPE)
eoordinating with the United States Capitol Police {USUP) during the course of investipations
refated to the events of Janmuary 6, 2021 relating 1o the UR. Capitol, acknowledge, understand,
and sgree that the USCP is » legisiative branch agency snd, as such, sl information, to include
video, audio, photographic and documentary information, shased by the USCP during these
investigations, shall remain in the legal control of the USCP subject 1o any and il applicabls
refease and aon-disclosure requirements of Congress. Information exchanged ss part of these
investigations shall not be reclassified. Al information originating with and provided by the
USCP as part of these investigations remains the property of and under the legal control of the
UBCE, and if provided 1o MPD will be returned to the USCP at the conclusion of the
fvestigation. This restriction does not spply lo any video, audic, photographic or documentary
evidence that is used a3 evidence or discovery 55 part of any prosseution of any criminal offense,

/2

Sesn P, Gal iagher
Arting Ascistand Chiel
United Btates Capitol Police

;e-

&gsmiﬁ Carlos Heraud
Homiside Branch Commander
Mewapolitan Police Bapariment of the District of Columbis

W as S ap 38 R o A 3 & Tah R Y Sy Tere & o~
Hotionally decreditod by the Commitsion o Acorsditation for Low Snfercoment Agencies, ine.
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Fhone H2II8-B184
UINITED STATES (APITOL POLICE
WASHINGTON, D 20510-7218

January 10, 2021

Informetion Sharing Asrecmaont

Officlals and agents of the Federal Buresu of Investigation (FBI) coordinating with the Uniled
States Capitol Polive (USCP) during the course of Investioations related io the evenis of January
&, 2021 relating to the 1.8, Capitol, acknowledge, understand, and agree thet the USCPis g
legishutive branch agency and, as such, all information, to include video, sudio, photographic and
documentary information. shared by the LUSCP during these Investipations, shall remain in the
tegal control of the LISCP sublect to any and alf spplicable release and non-disclosure
requirsments of Congress. Information sxchanged as part of these investipations shall not be
reclassified. All information originating with and provided by the USCP as part of these
investigations remaing the property of and under the legal control of the USCP, and if provided
to the FBI will be returned to the USCP st the conclusion of the investigation. This restriction
does not apply 1o any video, sudio, photographic or documentary evidence that is used as
evidenve or discovery 8s pan of any prosecution of any eriminat offense,

/28

Seah P, Gatlagher
Acting Assistant Chief
United States Caplicof Police

Py

Steven Michas! I Antuons
Assistant Director in Charge
Washington Field Office
Federal Bureau of Investigation

Notianally secredived by the Cormnission on dcoreditation for Law Enforvement Sgencies, fie
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SUPERIOR COURT OF THE DISTRICT OF COLUMBIA

UNITED STATES OF AMERICA

V.

Criminal Division—Misdemeanor Branch

2021 CMD 000158
2021 CMD 000163
2021 CMD 000164
2021 CMD 000167

TARA COLEMAN 2021 CMD 000168
STACY EBANKS 2021 CMD 000171
ANTHONY TAMMARO 2021 CMD 000179
DAVID ROSS 2021 CMD 000180
NAZEER QAIM 2021 CMD 000181
JOHN PARKER 2021 CMD 000182
RYAN MASON 2021 CMD 000183
ESYEDEPA AESFYZA 2021 CMD 000184
MICHAEL AMOS 2021 CMD 000185
JERE BROWER 2021 CMD 000187
DANIEL CLAVIJO 2021 CMD 000190
JONATHON DOLL ; 2021 CMD 000191
DAVID FITZGERALD ; 2021 CMD 000194
EARL GLOSSER ;

YUJI HIRAIWA ;

ANDREW JOHNSON ; Judge Smith

WILLIAM LEARY '

Defendants. : Status Hearing: September 13, 2021

PROTECTIVE ORDER GOVERNING DISCOVERY

To expedite the flow of discovery material between the parties and adequately protect the
United States’ legitimate interests, it is, pursuant to the Court’s authority under Super. Ct. R.
Crim. P. 16(d)(1) and with the consent of the parties, ORDERED:

1. Materials Subject to this Order. This Order governs materials provided by the
United States at any stage of discovery during this case and which the United States has
identified as either “Sensitive” or “Highly Sensitive.” Examples of materials that the United
States may designate as “Sensitive” or “Highly Sensitive” pursuant to this Order include but are

not limited to:



a. Personal identity information as identified in Rule 49.1 of the Superior Court
Rules of Criminal Procedure, as well as telephone numbers, email addresses,
driver’s license numbers, and similar unique identifying information,;

b. Information regarding the government’s confidential sources;

c. Information that may jeopardize witness security;

d. Contact information for, photographs of, and private conversations with
individuals that do not appear to be related to the criminal conduct in this case;

e. Maedical or mental health records;

f.  Sources and methods law-enforcement officials have used, and will continue to
use, to investigate other criminal conduct related to the publicly filed charges;

g. Surveillance camera footage from the U.S. Capitol Police’s extensive system of
cameras on U.S. Capitol grounds;'

h. Repair estimates from the Architect of the Capitol,

i. Materials designated as “security information” pursuant 2 U.S.C. §1979; and

j.  Tax returns or tax information.

This Order will not be used to designate materials as Sensitive or Highly Sensitive unless such
designation is necessary for one of the reasons stated in this paragraph or for a similar reason not
anticipated by this Order. The government agrees to make every effort to provide discovery in a
manner that will allow for most discovery to be produced without such designations.

2. Defendant. Any reference to “Defendant” herein refers individually to each
defendant identified in the caption above.

3. Legal Defense Team. The “legal defense team” includes defense counsel
(defined as counsel of record in this case, including any post-conviction or appellate counsel)
and any attorneys, investigators, paralegals, support staff, and expert witnesses who are advising
or assisting defense counsel in connection with this case.

4. Rules for the Handling of Sensitive and Highly Sensitive Materials.

a. Limitations on Use. Defendant and the legal defense team may use Sensitive

and Highly Sensitive discovery materials solely in connection with the
defense of this case and any other case connected to the events at the United

! To be clear, this does not include footage from body worn cameras from other police departments that responded
on January 6, 2021, the vast amount of which the United States will nor designate as Sensitive or Highly Sensitive.
(Body worn camera footage will be marked Sensitive or Highly Sensitive only if it contains material described in
paragraph one above or for a similar reason not anticipated by this Order.)



States Capitol on January 6, 2021, including any post-conviction or appellate
litigation, and for no other purpose, and in connection with no other
proceeding, without further order of this Court.

Limitations on Dissemination. No Sensitive or Highly Sensitive materials,
or the information contained therein, may be disclosed to any persons other
than Defendant, the legal defense team, or the person to whom the Sensitive
or Highly Sensitive information solely and directly pertains or his/her counsel,
without agreement of the United States or prior authorization from the Court.

Limitations on Reproduction. Defendant, the legal defense team, and
authorized persons shall not copy or reproduce the Sensitive or Highly
Sensitive materials except in order to provide copies of the materials for use in
connection with this case by Defendant, the legal defense team, the person to
whom the Sensitive or Highly Sensitive information solely and directly
pertains or his/her counsel, and other persons to whom the Court may
authorize disclosure (collectively, “authorized persons™).

If defense counsel provides Defendant access to Sensitive or Highly Sensitive
materials, defense counsel must advise Defendant that Defendant may not
record any personal identity information as identified in Rule 49.1 of the
Superior Court Rules of Criminal Procedure or any telephone numbers, email
addresses, driver’s license numbers, and similar unique identifying
information. By signing the attached affirmation, Defendant agrees not to do
sO.

Copies and reproductions, and any notes or records made in relation to the
contents of the Sensitive and Highly Sensitive materials, are to be treated in
the same manner as the original materials.

Court Filings. Absent prior agreement by the parties or permission from the
Court, no party shall disclose materials designated as Sensitive or Highly
Sensitive in any public filing with the Court. Such materials shall be
submitted under seal. The Clerk shall accept for filing under seal any filings
so marked by the parties pursuant to this Order.

Court Hearings. The restrictions in this Order shall not limit either party in
the use of the materials in judicial proceedings in this case. The procedures
for use of designated Sensitive and Highly Sensitive materials during any
hearing or the trial of this matter shall be determined by the parties and the
Court in advance of the hearing or trial. No party shall disclose materials
designated Sensitive or Highly Sensitive in open court without agreement by
the parties that such materials may be disclosed in open court or prior
consideration by the Court.



5. Additional Rules for Handling of Sensitive Materials. The following
additional terms apply to Sensitive materials:

a. Storage. Sensitive materials must be maintained in the custody and control of
Defendant, the legal defense team, and authorized persons. This restriction
shall not apply to the person to whom the Sensitive information solely and
directly pertains or his/her attorney.

6. Additional Rules for Handling of Highly Sensitive Materials. The following
additional rules apply to Highly Sensitive materials:

a. Additional Limitations on Dissemination. Defense counsel may not provide
a copy of Highly Sensitive materials to Defendant or permit Defendant to
view such materials unsupervised by defense counsel or an attorney,
investigator, paralegal, or support staff person employed by defense counsel.
The parties agree that defense counsel or an attorney, investigator, paralegal,
or support staff person employed by defense counsel, may supervise
Defendant by allowing access to Highly Sensitive materials through a cloud-
based delivery system that permits Defendant to view the materials but does
not permit Defendant the ability to download; provided that, prior to doing so,
defense counsel first provides notice to the United States and allow the United
States to file an objection with the Court if no agreement is reached.

b. Additional Limitations on Reproduction. Counsel agrees that prior to
showing materials to Defendant designated as Highly Sensitive, counsel or an
attorney, investigator, paralegal, or support staff person employed by defense
counsel will read Defendant the relevant parts of this Order, and remind
Defendant of the consequences of violating the Order. If Defendant takes
notes regarding Highly Sensitive materials, counsel or an attorney,
investigator, paralegal, or support staff person employed by defense counsel
must take reasonable steps to determine whether Defendant has copied any
personal identity information as identified in Rule 49.1 of the Superior Court
Rules of Criminal Procedure or any telephone numbers, email addresses,
driver’s license numbers, and similar unique identifying information.

c. Storage. Highly Sensitive materials must be maintained in the custody and
control of the legal defense team and authorized persons. This restriction
shall not apply to the person to whom the Highly Sensitive information solely
and directly pertains or his/her attorney.

7. Viewing by Incarcerated Defendants. If Defendant is in the custody of the

United States Marshals Service or the D.C. Department of Corrections, defense counsel is



authorized to provide a copy of discovery materials to the appropriate point of contact so that the
defendant can view the discovery materials, subject to the terms of this Order.

8. Disputes. The parties shall make a good faith effort to resolve any dispute about
a sensitivity designation before requesting the Court’s intervention. The United States may agree
to remove or reduce a sensitivity designation without further order of this Court. Whenever the
redaction of specified information will resolve the basis for which a sensitivity designation was
applied, the United States will agree to redaction, and such redaction will render the materials no
longer subject to this Order. Any agreement to reduce or remove a sensitivity designation or to
redact specific information shall be memorialized in writing.

0. Modification Permitted. Nothing in this Order shall prevent any party from
seeking modification of this Order nor prevent the defense from contesting a sensitivity
designation. The parties agree that the burden of demonstrating the need for a protective order
remains with the government at all times.

10. Failure not Waiver. The failure by the United States to designate any materials
as Sensitive or Highly Sensitive upon disclosure shall not constitute a waiver of the United
States’ ability to later designate the materials as Sensitive or Highly Sensitive but the
government must separately identify and memorialize the changed status of those materials in
writing.

11.  Automatic Exclusions from this Order. This Order does not apply to materials
that:

a. Are, or later become, part of the public court record, including materials that have
been received in evidence in this or other public trials or hearings;

b. Were derived directly from Defendant or that pertain solely to Defendant.
Examples of such materials include Defendant’s own financial records, telephone
records, digital device downloads, social media records, electronic



communications, arrest records, and statements to law enforcement;? and
c. Materials that the defense obtains by means other than discovery.

12. Government’s Discovery Obligations. Nothing in this Order modifies the
United States’ obligations at any stage of discovery in this case pursuant to Superior Court Rules
of Criminal Procedure 16 and 26.2, 18 U.S.C. § 3500 (the Jencks Act), and the government’s
general obligation to produce exculpatory and impeachment information in criminal cases.

13. Defense Counsel’s Obligations. Defense counsel must provide a copy of this
Order to, and review the terms of this Order with, members of the legal defense team, Defendant,
and any other person, before providing them access to Sensitive or Highly Sensitive materials.
Defense counsel must obtain a fully executed copy of Attachment A before providing Defendant
access to Sensitive or Highly Sensitive materials, and must file a copy with the Court within one
week of execution.

14.  No Ruling on Discoverability or Admissibility. This Order does not constitute
a ruling on the question of whether any particular material is properly discoverable or admissible
and does not constitute any ruling on any potential objection to the discoverability or
admissibility of any material.

15. Duration. The terms of this Order shall remain in effect after the conclusion of
this case and the parties shall be bound by it unless otherwise ordered by the Court.

SO ORDERED this day of ,2021.

HONORABLE JUDGE SMITH

2 Discoverable materials that were derived directly from Defendant or that pertain solely to Defendant are exempt
from this Order regardless of whether the United States has designated any such materials as “Sensitive” or “Highly
Sensitive” because the same materials are being provided or made available to co-defendants or other persons
charged in connection with the events at the United States Capitol on January 6, 2021.
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